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time available for escape. The dif-
ference between the minimum time 
available for escape and the time re-
quired for evacuation of building occu-
pants would be the target margin of 
safety. Various alternative protection 
strategies would have to be evaluated 
to determine their impact on the times 
at which hazardous conditions devel-
oped in the spaces of interest and the 
times required for egress. If a combina-
tion of fire protection systems provides 
a margin of safety equal to or greater 
than the target margin of safety, then 
the combination could be judged to 
provide an equivalent level of safety. 

(c) As a third option, other technical 
analysis procedures, as approved by the 
responsible agency head, can be used to 
show equivalency. 

§ 102–80.120 What analytical and em-
pirical tools should be used to sup-
port the life safety equivalency 
evaluation? 

Analytical and empirical tools, in-
cluding fire models and grading sched-
ules such as the Fire Safety Evaluation 
System (Alternative Approaches to 
Life Safety, NEPA 101A) should be used 
to support the life safety equivalency 
evaluation. If fire modeling is used as 
part of an analysis, an assessment of 
the predictive capabilities of the fire 
models must be included. This assess-
ment should be conducted in accord-
ance with the American Society for 
Testing and Materials Standard Guide 
for Evaluating the Predictive Capa-
bility of Fire Models (ASTM E 1355). 

§ 102–80.125 Who has the responsibility 
for determining the acceptability of 
each equivalent level of safety anal-
ysis? 

The head of the agency responsible 
for physical improvements in the facil-
ity or providing Federal assistance or a 
designated representative will deter-
mine the acceptability of each equiva-
lent level of safety analysis. The deter-
mination of acceptability must include 
a review of the fire protection engi-
neer’s qualifications, the appropriate-
ness of the fire scenarios for the facil-
ity, and the reasonableness of the as-
sumed maximum probable loss. Agen-
cies should maintain a record of each 
accepted equivalent level of safety 
analysis and provide copies to fire de-

partments or other local authorities 
for use in developing pre-fire plans. 

§ 102–80.130 Who must perform the 
equivalent level of safety analysis? 

A qualified fire protection engineer 
must perform the equivalent level of 
safety analysis. 

§ 102–80.135 Who is a qualified fire 
protection engineer? 

A qualified fire protection engineer is 
defined as an individual with a thor-
ough knowledge and understanding of 
the principles of physics and chemistry 
governing fire growth, spread, and sup-
pression, meeting one of the following 
criteria: 

(a) An engineer having an under-
graduate or graduate degree from a col-
lege or university offering a course of 
study in fire protection or fire safety 
engineering, plus a minimum of 4 years 
work experience in fire protection en-
gineering. 

(b) A professional engineer (P.E. or 
similar designation) registered in Fire 
Protection Engineering. 

(c) A professional engineer (P.E. or 
similar designation) registered in a re-
lated engineering discipline and hold-
ing Member grade status in the Inter-
national Society of Fire Protection En-
gineers. 

ROOM OF ORIGIN 

§ 102–80.140 What is meant by ‘‘room of 
origin’’? 

Room of origin means an area of a 
building where a fire can be expected 
to start. Typically, the size of the area 
will be determined by the walls, floor, 
and ceiling surrounding the space. 
However, this could lead to unaccept-
ably large areas in the case of open 
plan office space or similar arrange-
ments. Therefore, the maximum allow-
able fire area should be limited to 200 
m2 (2000 ft2), including intervening 
spaces. In the case of residential units, 
an entire apartment occupied by one 
tenant could be considered as the room 
of origin to the extent it did not exceed 
the 200 m2 (2000 ft2) limitation. 
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FLASHOVER 

§ 102–80.145 What is meant by 
‘‘flashover’’? 

Flashover means fire conditions in a 
confined area where the upper gas 
layer temperature reaches 600 °C (1100 
°F) and the heat flux at floor level ex-
ceeds 20 kW/m2 (1.8 Btu/ft2/sec). 

REASONABLE WORST CASE FIRE 
SCENARIO 

§ 102–80.150 What is meant by ‘‘reason-
able worst case fire scenario’’? 

Reasonable worst case fire scenario 
means a combination of an ignition 
source, fuel items, and a building loca-
tion likely to produce a fire that would 
have a significant adverse impact on 
the building and its occupants. The de-
velopment of reasonable worst case 
scenarios must include consideration of 
types and forms of fuels present (e.g., 
furniture, trash, paper, chemicals), po-
tential fire ignition locations (e.g., 
bedroom, office, closet, corridor), occu-
pant capabilities (e.g., awake, intoxi-
cated, mentally or physically im-
paired), numbers of occupants, detec-
tion and suppression system adequacy 
and reliability, and fire department ca-
pabilities. A quantitative analysis of 
the probability of occurrence of each 
scenario and combination of events 
will be necessary. 

PART 102–81—SECURITY 

Subpart A—General Provisions 

Sec. 
102–81.5 What is the scope of this part? 
102–81.10 What basic security policy governs 

Federal agencies? 

Subpart B—Security 

102–81.15 Who is responsible for upgrading 
and maintaining security standards in 
each existing Federally owned and leased 
facility? 

102–81.20 Are the security standards for new 
Federally owned and leased facilities the 
same as the standards for existing Feder-
ally owned and leased facilities? 

102–81.25 Do the Interagency Security Com-
mittee Security Design Criteria apply to 
all new Federally owned and leased fa-
cilities? 

102–81.30 What information must job appli-
cants at child care centers reveal? 

AUTHORITY: 40 U.S.C. 121(c), 581–593, and 
1315. 

SOURCE: 70 FR 67856, Nov. 8, 2005, unless 
otherwise noted. 

Subpart A—General Provisions 

§ 102–81.5 What is the scope of this 
part? 

The real property policies contained 
in this part apply to Federal agencies, 
including GSA’s Public Buildings Serv-
ice (PBS), operating under, or subject 
to, the authorities of the Adminis-
trator of General Services. 

§ 102–81.10 What basic security policy 
governs Federal agencies? 

Federal agencies on Federal property 
under the charge and control of the Ad-
ministrator and having a security dele-
gation of authority from the Secretary 
of the Department of Homeland Secu-
rity must provide for the security and 
protection of the real estate they oc-
cupy, including the protection of per-
sons within the property. 

Subpart B—Security 

§ 102–81.15 Who is responsible for up-
grading and maintaining security 
standards in each existing Feder-
ally owned and leased facility? 

In a June 28, 1995, Presidential Policy 
Memorandum for Executive Depart-
ments and Agencies, entitled ‘‘Upgrad-
ing Security at Federal Facilities’’ (see 
the Weekly Compilation of Presi-
dential Documents, vol. 31, p. 1148), the 
President directed that Executive 
agencies must, where feasible, upgrade 
and maintain security in facilities they 
own or lease under their own authority 
to the minimum standards specified in 
the Department of Justice’s June 28, 
1995, study entitled ‘‘Vulnerability As-
sessment of Federal Facilities.’’ The 
study may be obtained by writing to 
the Superintendent of Documents, P.O. 
Box 371954, Pittsburgh, PA 15250–7954. 

§ 102–81.20 Are the security standards 
for new Federally owned and leased 
facilities the same as the standards 
for existing Federally owned and 
leased facilities? 

No, the minimum standards specified 
in the Department of Justice’s June 28, 

VerDate Mar<15>2010 19:18 Sep 13, 2012 Jkt 226182 PO 00000 Frm 00313 Fmt 8010 Sfmt 8010 Q:\41\41V3.TXT ofr150 PsN: PC150


		Superintendent of Documents
	2012-09-24T13:24:31-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




